Job Title: ISACA Cyber Trainer
Location: Firebrand training Centres Globally, & online. 

Contract terms: Full-time (37.5hr a week) Fixed term (May - December 2025) with the potential for an extension. 

Company: Firebrand Training Ltd (Part of the BPP Education Group)

About Us:
Firebrand Training Ltd, a part of the BPP Education Group, is a leading provider of accelerated IT training. We specialize in delivering high-quality, intensive training programs that help professionals achieve their certification goals faster. As an ISACA Accredited Training Organization, we are committed to providing world-class training and professional development opportunities for cybersecurity professionals.

Job Overview:
We are seeking a knowledgeable and dedicated ISACA Cyber Trainer to join our team. The ideal candidate will have a strong background in cybersecurity, extensive experience with ISACA certifications, and a passion for teaching. You will be responsible for developing and delivering comprehensive training programs that prepare our students for ISACA certification exams and equip them with the skills needed to excel in the cybersecurity field.

Key Responsibilities:
Develop, organize, and conduct training programs in the field of cybersecurity, with a focus on ISACA certifications such as CISM, CISA, CRISC, and others.
Create and update course materials, including textbooks, workbooks, handouts, and digital resources.
Deliver training sessions in various formats, including in-person, online, and blended learning environments.
Assess trainees' knowledge, skills, and abilities, providing feedback and coaching to improve their performance.
Stay current with the latest developments in cybersecurity and incorporate them into the training curriculum.
Conduct practical exercises and role-play scenarios to provide hands-on experience in handling cybersecurity incidents.
Monitor and evaluate the effectiveness of training programs, making adjustments as needed to ensure high-quality instruction.
Develop and maintain relationships with external vendors and stakeholders in the cybersecurity field to enhance training programs.
Support students throughout their certification journey, offering guidance and assistance as needed.

Required Qualifications:
ISACA Certified Information Security Manager® (CISM)
ISACA Certified Information Systems Auditor® (CISA)
ISACA Certified in Risk and Information Systems Control® (CRISC)
ISACA Certified Data Privacy Solutions Engineer® (CDPSE)
ISACA Certified in the Governance of Enterprise IT® (CGEIT)

Desirable Qualities: 
Certified in ISO27 Lead implementor 
Certified in ISO27 Lead Auditor 
Proven experience as a cybersecurity trainer or instructor.
Proven relevant industry experience. 
Strong knowledge of cybersecurity principles, practices, and frameworks.
Excellent communication and presentation skills.
Ability to create engaging and interactive learning environments.
Experience with various training delivery methods, including in-person, online, and blended learning.
Strong organizational and time-management skills.
Commitment to continuous professional development and staying current with industry trends.

Benefits:
Competitive salary and benefits package.
Opportunities for professional growth and development.
Access to the latest training materials and resources.
Collaborative and supportive work environment.
Flexible working arrangements.
